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A Study of User Authentication Using An Image in School Network

Ki In Kim

G aduate School of Education
Pukyong National LUhiversity

Abstract

Wser authentication is a central conponent of currently deployed security
infrastructures. Mst of current secure systens negl ect the inportance of hunan
factors in security. The user authentication through inmage recognition used to
solve the hunan limts of conventional identification systemthat depend on ID or
passwor d.

In this paper we propose an efficient authentication using inages instead of
recal | -based authentication. V¢ designed the authentication system that can
over cone general password authentication systemls denerits, so you could repl ace
the existing password systemto new one. FEspecially, we can use this systemin
school network. In school, the network traffic is not so high conpared with the
Internet. So the image based authentication systemcan be used efficiently for
school network. And also it can be used for children who can't understanding a
letter instead of password system onparing the existing password system with,
this system has the advantage that the authentication task is nore reliable,
easier and fun. In addition, this system prevent users from choosing weak
password and nake it difficut for users to wite passwords down and to

conmuni cate them down.
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